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Abstract: This contribution examines in more detail the UE NAS impacts should the UE NAS is required to perform UL NAS retransmission.
Note: This paper only looks at NAS impacts w.r.t. UL NAS retransmission. Without doubt there are AS impacts too, but that is for the judgment of RAN2 experts.
1.
Introduction
In C1-080399, CT1 informed RAN2 that CT1 see that the AS should do the retransmission of UL NAS msg. RAN2's reply in C1-080972 suggest that CT1 should reconsider this. In CT1#52, C1-081138 discusses the thinking behind why RAN2 prefers UE NAS to perform UL NAS retransmission but did not tackle what impacts that means for the UE NAS. In this contribution, an examination is done on what UE NAS impacts could be if NAS is to take on this new service function. This is done to allow proper discussions so that an informed decision can be made.
2.
Discussion
First we set down some baseline points.
1. From RAN2's reply LS [1] and from [2], the UE NAS is not asked to do a blind retransmission but rather evaluate if UL NAS message needs to be retransmitted or changed before retransmission. This is seen when in [1] it states "the NAS message to be sent after handover may need to change".

2. The UE NAS is unaware of different kinds of handovers such as inter-eNB handovers or intra-eNB handovers or even change in MME. With respect to this discussion GMM and SM state machines of which EMM and ESM machines are based will after sending out a EMM or ESM NAS message, need only know
a) if there has been lower layer failure or
b) if there is a change of TA.
3. The NAS UE cannot be sure if the UL NAS message did actually get through. Both [1] and [2] ask that the NAS UE considers "proper action" when there is a "possible NAS message transmission failure". So the possibility exist that the UL NAS message did get through even though NAS is asked to consider retransmitting it.
2.1
Blind retransmission
Even though the understanding is that NAS is not asked to do a blind retransmission, for the sake of thoroughness let us first consider what if NAS is to just do blind retransmission. 

If it is blind retransmission is to be done, then the UL NAS message can be stored somewhere, possibly in some sublayer between NAS and AS so that in the event of a need to retransmit, that stored UL NAS message is blinding retransmitted.

Even so, this sublayer blind retransmission function must be aware of each successful UL NAS message transmitted so as to clear its buffer. Additionally, such a function must be able to handle sequencing of UL NAS messages as E-UTRAN access supports multiple simultaneous ESM procedures where each ESM state machine can trigger its own UL messages. It is believed that sequencing function for message sending already exist in the AS.
Furthermore, this sublayer must also be aware of expiring EMM and ESM guard timers which makes retransmission of said NAS message unnecessary even harmful.

In addition to these, in E-UTRAN access, NAS now has piggybacked ESM message(s) and even dependent ESM messages. Is this "Blind retransmission" function to then be totally blind to such inter-dependent ESM messages?

Then there is the NAS security aspects. How long after generating the MAC and SN followed by Integrity protection after Encryption will the security for that UL NAS message be valid?
Then lastly it must be asked that if blind retransmission is to be done and done by some 'sublayer' function could that sublayer function not be as easily AS as it is NAS?

Note:
Here after this paper will no longer consider "Blind retransmission" but rather that what RAN2 ask for is that NAS re-evalute every UL NAS message that NAS has been told has encountered "possible NAS message transmission failure".
2.2
NAS Security
NAS security is run on every NAS message to be sent where the UL NAS message shall be first encrypted and then integrity protected. This in implementation might likely be done by a NAS common security function but even so that security function will consist of separately setting the security for the uplink from the de-Integrity protection and decrypting the DL NAS messages.
So if the UE NAS's EMM and ESM state machines were to re-evaluted the UL NAS message, that UL NAS message must have its security protection reversed and repacked should after the evaluation the NAS decides that of the original intended UL NAS message needs to be changed. This is regardless of whether the UL NAS message is to be have its security protection reversed and offered back to the appropriate EMM and ESM state machines or whether the appropriate EMM and ESM state machines individually keep a copy of the message it has sent. In fact if it is the latter, then that EMM or ESM state machine must be primed to offer its particular "'portion" of the NAS message to the security function for security protection before UL retransmission.
Additionally, as it may only be a 'possibility' that the UL NAS message failed to be transmitted, new security parameters must be applied as the security parameters applied to the old UL NAS message that 'possibly' failed to be transmitted cannot be trusted.
But if new security parameters are tobe applied, should new SN be used? It is just a possibility that a UL NAS message did not get through so if NAS changes the SN before retransmission, will duplication detection be possible (assuming duplication detectionis needed and is based on checking SN of NAS messages).
Reminder: CT1#52 agreed that the Input params to NAS security are NAS Bearer Id, NAS Count (32 bits), Direction (1 bits) and Length of NAS message. What this means obviously is that should NAS in processing re-trans of UL NAS msg decides the NAS msg (or combined NAS msg) needs to be changed, the NAS Security protection needs to be rerun.
2.3
Protocol machine impacts

Foreword
The EMM and ESM protocol state machines are Finite State Machines (FSM). FSM  treat an incoming message or events, process it, makes a decision and move to another state waiting for a peer response or some other expected, unexpected or abnormal event(s). In such processing guard timers might be run to guard for responses.
In E-UTRAN access, while we still have just one instance of EMM FSM, there will be multiple instances of ESM FSMs as the NAS is now to support multiple simultaneous ESM state machines each running ESM procs for  own EPS Bearer Context. Also now in E-UTRAN access, we will have "combined" NAS messages. Some function must exist to put together these 'combined' NAS messages and is unlikely to be any one FSM but something apart so that such combining is done independently of any one single FSM.
So should the NAS now have to re-evalute every UL NAS message that encounters "possible NAS message transmission failure ", each of the FSM that 'provides' its part of the 'combined' NAS message must be primed with a new entry into the FSM for every process state. And after such re-evaluation the re-evaluated parts of the combined NAS message will be passed to the combining function to pack into a (new) combined NAS message.
In considering the entry into these EMM and ESM state machines, taking 24.008 NAS as baseline, the closest one can match to the case of AS failing to (re)transmit an UL NAS is "Lower layer failure". But this abnormal condition does not quite fit as the UE NAS is now asked to "take appropriate action" as for instance of "another TA". 
In fact the crossing of a RA/LA has traditionally been informed to NAS by AS and if occurs during GMM procedures is handled as an abnormal condition with the running GMM procedure likely aborted and a new GMM procedure started. For this topic it is unlikely that the indication of a change in TA will be used but rather (if one is to postulated) some new indication of an abnormal event, eg. 'failure to transmit NAS msg + TA changed'– so a new entry point into the EMM and ESM state machines.
Apart from new entry points into EMM and ESM state machines, considerations must be made to guard timers that are running which need to be suspended while the FSMs re-evaluate the need to retransmit.
2.4
Impacts to completion dates, testing, conformance, IOT

The Stage 3 24.301 is under an extremely tight timeline. Designing in ways to accommodate what has been set out above as a new NAS function will take time. After this CT1#53, there will only be 4 other CT1 meetings before 24.301 is to be provided to CT#42 for approval. To now introduce a totally new function to the UE's NAS will likely jeopardise that already tight schedule.
However, it must be stated that AS is under similar if not tighter pressure of completion dates.

Then after this new function is introduced into 24.301, it has to be implemented. Up to now, UE NAS for E-UTRAN access is set out along the lines of the 24.008 NAS. Doing this is to leverage on the maturity of the 24.008 NAS. But if a new function is introduced that might impacts across all the branches of the EMM and ESM state machines, much additional implementation efforts will undoubtedly be needed.
And along with new implementation new and extra testing must be done. This must be the case for implementation testing and integration as well as for conformance and IOT. 
For the present - although every last detail has not been checked - it is believed that there are no test cases in the NAS conformance test suites that test for NAS resending an UL message. If anything this is because retransmission has always been a service provided by the Access Stratum and it might well be that there are AS conformance test cases.
IOT time will likewise have to be assured for this new function should NAS take on retransmission of UL NAS messages. This activity should not be belittled as it is an extremely important 'tool' to ensure inter-operability of UE and Networks across an open interface.
2.5
Argument about NAS behaviour in Idle mode and in connected mode

The UE goes from IDLE to EMM_CONNECTED thru eg. the sending of the Service Request or TAU. To carry this NAS message over the radio interface, the AS has to establish a RRC connection which can be seen as a 3 message exchange, like below 
UE -> eNB
RRC_Connection_Request
UE <- eNB
RRC_Connection_Setup

UE -> eNB
RRC_Sonnection_Setup_Complete (piggybacking initial NAS message)

If during this time of the 3 message exchange, the AS were to re-select onto another cell, AS would indicate a failure to NAS. This is borne out in [1]. But this failure that is indicated to NAS will  (it is expected) be the indication of a lower layer failure and to that NAS can rely on reusing or adapting existing abnormal behaviour handling of 24.008. It might also be that AS in a scenario where the cell reselect also takes in a TA change will lead to an indication of a TA change being given to NAS. If so the NAS can again rely on reusing or adapting existing abnormal behaviour handling of 24.008. But what is for sure is that the UE's NAS will not retransmit the UL NAS message as suggested by [2], where it is written "NAS can take a proper action, including NAS retransmission"

2.6
Argument about NAS behaviour in inter-system change

It has also been argued that at Inter-system change situation the NAS will surely have to take appropriate action with regard to outstanding UL NAS messages. These appropriate actions will include deciding what different NAS messages have to be sent having completed the change to the new system. Clearly  this cannot be avoided as EMM and GMM uses different Protocol Discriminators (PD).
This argument goes on to suggest that as the decision process needs to be built in for Inter-RAT change such decision process can be used even when in E-UTRAN access.
Unfortunately this argument is not sound.

Yes, it is correct that EMM and GMM uses different PDs and as such an UL NAS message that failed to be sent in E-UTRAN access cannot just simply be resent upon completing the move to eg. UMTS. But the appropriate action that the UE's NAS has to take in such a use case is not some action taken by EMM and ESM but rather actions taken by GMM and SM. There the GMM has to consider its present and previous EMM state and what EMM procedure was being run rather than what UL NAS message was being sent.
Similarly the SM will not be considering what ESM messages was outstanding but rather what SM procedures need to be run now that the UE has arrived  in UMTS. And adding to that the example of ESM running multiple simultaneous processes that lead to combined NAS messages, upon reaching UMTS, the SM while running many SM processes will not be sending combined NAS messages.

Decisions upon inter-system change are made on a procedural level and not on a message level.
3.
Summarising
There will be impacts to AS or to NAS whoever does the retransmission of UL NAS messages. Although, it is almost impossible to quantitatively compare impacts to NAS with impacts to AS, should either NAS or AS have to perform the function of UL NAS message retransmission, what is clear is that the NAS impacts of having to introduce this new function is not trivial as suggested by [2].
Looking at the above, perhaps the best way forward is that when AS concludes that it fails to transmit an UL NAS message or is not sure that the UL NAS message has been transmitted successfully, that AS provides to NAS an indication in the order of or akin to "lower layer failure". Then if there has been a change in TA when AS is in process of transmitting the UL NAS message, the AS provides to the NAS an indication of "change of TA". These two indications are akin to what we already handle in our 24.008 state machines. With that NAS should adequately handle the situation without having to think about retransmission of UL NAS messages.
4.
References

	[1]
	C1-080972 – "Response LS to R2-081198/CT1-080399 on retransmission of UL and DL NAS message during inter-eNB handovers"
(from CT1#52)

	[2]
	C1-081138 – "Retransmission of NAS messages on the uplink during inter eNB Handover"
(from CT1#52)

	[3]
	C1-080399 – "Retransmission of UL and DL NAS messages during inter-eNB handovers"
(from CT1#51)


